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Home Equity Line Of Credit
The only tool you’re missing to get the job done.

Share Account Balance Rate* APY**

$0 to $24.99 0.00% 0.00%

$25 to $9,999.99 0.05% 0.05%

$10,000 and over 0.05% 0.05%

Dividend News
The dividends paid on all regular shares for the first quar-
ter of 2023 will be distributed as follows:

*Rate - disclosed as Annual Percentage Rate
**APY - disclosed as Annual Percentage Yield

Financial Facts As of January 31, 2023

Members
Assets
Shares
Consumer Loans
Business Loans (31)

13,869
$144,608,666
$127,944,396
$100,287,470
$4,475,302

Beware of IRS Imposters! 
Learn How to Spot a Scam.

Tax Day rolls around each April and, if you’re like most 
people, you pay your taxes on time and are careful to file 
accurate returns. But what if someone contacts you and 
claims you owe back taxes – or says there’s an issue with 
your return? While the IRS does reach out to taxpayers 
when necessary, you may not be dealing with the IRS – but 
a scammer. Let’s look at three common IRS imposter scams, 
how they work, and how to spot them.

1. Tax Collection Scam- In this scam, a criminal may 
contact you by phone, claiming you owe taxes and demand-
ing immediate payment. This fake IRS official may threaten 
to arrest you, take your driver’s license, or – if you are an 
immigrant – even deport you. Through intimidation, they’ll 
try to get you to pay up. Don’t comply! Hang up the phone 
immediately. It’s important to know that the IRS will never try 
to intimidate you over the phone or make unusual payment 
demands.  

2. IRS Verification Scam- When you become a target 
for this scam, you may receive an official-looking email that 
looks like it comes from the IRS and that asks you to verify 
your personal information. This is what’s called a phishing at-
tack. Criminals want to get your personal information and use 
it to commit identity theft. If you receive an unexpected email 
from the IRS, it’s NOT the IRS. To protect yourself, don’t click 
on any links or download attachments.

3. Tax Transcript Email Scam- A tax transcript is a 
summary of your tax return from a given year. You may need 
a tax transcript to show proof of income to lenders when you 
apply for a mortgage or an auto loan. In this scam, crooks 
claiming to be from “IRS Online” send an email with the 
words “tax transcripts” in the subject line. The email has an 
attachment named “Tax Account Transcript” or something 
similar. Don’t open the attachment! It contains malware that 
can infect your computer and possibly steal your personal 
information.

It’s important to know that the IRS will never call, email, or 
text you and ask for your tax information. They also won’t 
send an email with an attachment asking you to update your 
profile or log in to access your tax transcript. If you get a 
message like this, delete it. It’s a scam!

If you enjoy helping others by giving your time and talent, 
we’d like to hear from you! SCCU is a not-for-profit finan-
cial cooperative, which is made up of a 5-member Board of 
Directors and various committees -- all of whom are volun-
teers from our membership. If you are interested in volun-
teering at SCCU, please send a brief resume to:

Scenic Community Credit Union
ATTN: Board of Directors
PO Box 1058
Hixson, TN 37343

Volunteer Opportunities at SCCU

Have you been thinking of renovating your home, going 
back to school, or paying down high-interest debt? If so, a 
Home Equity Line of Credit, or HELOC, could be for you. 
Talk to a loan officer today at (423)875-6955!



Holiday Closings

MEMORIAL DAY  
Monday, May 29, 2023 

JUNETEENTH
Monday, June 19, 2023

INDEPENDENCE DAY
Tuesday, July 4, 2023

All branches of SCCU will be closed 
on the following days:

How You Can Guard Against a Potential IRS Imposter
You can take several steps to avoid getting caught in a scam. Here is what you can do:
 
• Be aware of an increase in the number of scams during tax season, which starts in January and runs through April. 

• Hang up on threatening phone calls.  

• Don’t pay, especially when you’re asked for a hard-to-track payment type like a prepaid debit card or gift card.

• Be wary of any non-mail communications that appear to be from the IRS. If the IRS reaches out, its initial contact is 
always by letter – not by phone, email, or text message.  

• Don’t always trust your phone’s caller ID information, either. To look official, scammers may use a trick known as 
spoofing to display a fake caller ID.  

If you are targeted by an IRS scam, file a complaint with the FTC online at ReportFraud.FTC.gov; if you receive an 
email, forward it to phishing@irs.gov.

Scammers are working hard to prey on honest taxpayers. Keep these tips in mind so you can identify and avoid IRS im-
posters and their criminal schemes. To learn more about protecting your information, talk to one of our member service 
representatives today.

Our fee schedule is available for 
viewing at any time. Visit mysccu.
com/fee-schedule, or stop by any 
branch to get a hard copy. We can 
also mail you a copy at your request; 
just give us a call at (423) 875-6955.

Fee Schedule NoticeAccess to your accounts- Anytime, 
Anywhere with Online Banking


